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Dear Students,

SSA Weekly News provides you with updates on student life and activities at HKUST. Get involved and

take part in the activities of interest to you!

External Activities
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- The 25th HK Eyewear Design Competition, organized by the Hong Kong Trade Development
Council and Hong Kong Optical Manufacturers Association, due by 30 Jun 2025
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Please click HERE for the details and more activities.

Protect your Personal Digital Keys; Beware of Fraudulent Links!

Banks will not send SMS or email messages with embedded hyperlinks directing customers to their
websites or mobile applications to carry out transactions. Nor will they ask customers to provide
sensitive personal information, including login passwords and OTPs, via hyperlinks.

If you find the hyperlinks (or attachments) in the SMS or email messages suspicious, do not click the
hyperlinks (or open the attachments). You should always access Internet banking by entering the bank’s
website address directly, or using a bookmark or an Internet banking mobile application (app).

In case of any queries, bank customers can contact the relevant bank to verify the SMS or email
authenticity via other channels (e.g. bank’s customer service hotline).

Extract from: Hong Kong Monetary Authority - Beware of Fraudsters!
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https://dst.hkust.edu.hk/eng/detail.php?catid=7&sid=54
https://www.hkma.gov.hk/eng/smart-consumers/beware-of-fraudsters/#smart-tips-against-phishing-sms-emails
https://www.instagram.com/hkust_dstossa/
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